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Janusmail users can receive, at defined intervals by the administrator, a summary report of the emails /
blocked by the system, recognized as spam or dangerous. The user can see them from a link that /
receives via email, even on different PCs than the one used regularly. i
The report, available in multiple languages, indicates the geographical origin of most blocked emails

and classifies them as low spam (dubious emails), spam, newsletters, malware and blocked by policy.
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Janusmail keeps track of all the emails handled and delivered to the mail servers.

When it receives news of a new threat (malware, dangerous links) the system recheck its own archive
and verifies that this threat is not in an email already delivered. If necessary, Janusmail sends an alert
to the administrator, informs the user of the danger in the antispam report with a different warning
depending on whether the threat concerns malware or a dangerous link.
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If the advanced integration with Ziiﬁbré “ée-rv'é-r is active, the system does not just report the email, .-fI
but automatically moves it to the "junk mail" folder of the box a few minutes from the detection.
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The antispam report is designed for simplified and effective use by
the end user, reducing the workload for the administrator.

By grouping the emails received from the same address, the report SESTAENNE SYMS Wi s
allows the user to quickly check what was intercepted by Janusmail,

and release the emails blocked by mistake, if necessary.

Emails with encrypted attachments are highlighted in a special line, so /
the user can release them if they are of known origin. f

The search interface also allows you to easily find any email. f/
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